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Petitioner, Denver Publishing Conpany (DPC), appeals a
court of appeals’ decision reversing an order of the district
court and stopping the public rel ease of several e-mail nessages

mai nt ai ned by Arapahoe County. See In re Bd. of County Commirs,

95 P.3d 593 (Col o. App. 2003). The court of appeals found that
al though all of the e-mail nessages between an el ected official,
Tracy Baker, and a public enpl oyee, Leesa Sale, were public
records subject to the disclosure provisions of the Col orado
Open Records Act (CORA), there exists a constitutional privacy
exception to the statute that was not properly considered by the
trial court. Accordingly, the court of appeals remanded the
case to the district court to determ ne which nessages, if any,
fell within the constitutional privacy exception to the statute
and shoul d be protected from di scl osure.

We begin our analysis by |looking to the definition of
“public records” set forth in CORA and by considering this
successful 1968 Act in light of earlier failed |legislation. W
find that the General Assenbly has not defined “public records”
to include all records that a public agency nade, nmaintained, or
kept. Instead, only those records that a public agency nade,
mai nt ai ned, or kept for use in exercise of functions required or
authorized by |aw or adm nistrative rule or involving the
recei pt or expenditure of public funds are “public records.”

Further, when the General Assenbly anended CORA in 1996, and
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added e-mail and the correspondence of elected officials to the
definition of “public records”, the General Assenbly nuintained
the requirenent that records nade, naintained, or kept by a
public agency have a denonstrabl e connection to the exercise of
functions required or involved in the recei pt or expenditure of
public funds. |In addition, the CGeneral Assenbly al so
specifically provided that acceptance of conpensation or use of
funds or equipnment in creating, receiving, or maintaining the e-
mai | does not convert a record that is not a public record into
a public record as defined by CORA. W conclude that the
Ceneral Assenbly has provided that the content of a public
official’s e-mail nessage nust be exam ned to determ ne whet her
the e-mai| addresses public functions or the receipt or
expenditure of public funds to decide whether the e-mail is a
“public record.”

Thus, we determ ne that the express provisions of CORA,
namely the definition of “public records” set forth in section
24-72-202(6)(a), CR S. (2004), protect the privacy interests at
issue in this case and therefore the court of appeals
unnecessarily reached the constitutional analysis of the e-mai
messages. In applying the definition of “public records”, we
conclude that many of the e-mail nessages at issue are not, in
fact, public records within the scope of CORA. Because the

court of appeals and district court concluded that all the e-
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mai | nmessages at issue were public records, we renand the case
for findings consistent with this opinion.
| . Facts and Procedure

In 2002, the Board of County Conmm ssioners of Arapahoe
County (“the Board”) initiated an investigation of the Arapahoe
County Clerk and Recorder’s O fice upon allegations of
constructive discharge, sexual harassnent/hostile work
envi ronment, violations of open neetings |aws, violations of the
Canpai gn Practice Act, and m suse of County property and funds.
The investigation focused on County C erk and Recorder, Baker,
as well as the Assistant Chief Deputy Cerk of Arapahoe County,
Sale, who were said to be involved in an extra-marital sexua
rel ati onship.

The end product of the investigation was an extensive
report (“the report”) created by a private investigator hired by
the County that set forth his findings. The report contained
one binder made up of several subreports and supporting
docunentation. As part of the report and supporting
docunentation, the investigator identified, anong other things,
622 e-mai |l nmessages aut hored by Baker, or authored by Sale and

sent to Baker, that were sent using the County’'s e-mail and



t ext - pager systens.! O these nessages, 570 contai ned sexual ly
explicit and/or romantic content sent between Baker and Sal e.

Al t hough the Board subsequently released the report to the
public in Cctober 2002, it was redacted and did not contain the
contents of the sexually explicit nessages or the subreport
titled “Sexual Harassnent/Hostile Environnent”.

Foll owi ng the rel ease of the redacted report, the Board
received several witten requests fromnedia outlets, including
DPC, that a non-redacted copy of the report be rel eased and “al
of the e-mail nessages, instant nessages or other electronic
comruni cations sent or received by Baker” for a 33-nonth period
be di scl osed pursuant to the provisions of CORA

The Board did not disclose a non-redacted version of the
report or the nessages upon request, but instead filed a

petition in the district court pursuant to section

! The nessages were sent over the County’s “Metrocal|” text pager
system This system all owed enpl oyees to enter text nessages
into a conputer termnal and send the nessage to a text-capable
pager. Although this type of nmessagi ng systemdoes not fit into
the traditional notion of conputer-to-conputer e-mail, we refer
to the text nmessages as “e-mail” or sinply “nessages” for sake
of conveni ence and consistency with the statutory |anguage in
CORA. See § 24-72-202(1.2), C R S. (2004) (“‘Electronic mail
means an el ectronic nessage that is transmtted between two or
nmore conputers or electronic termnals, whether or not the
nmessage is converted to hard copy format after receipt and

whet her or not the message is viewed upon transm ssion or stored
for later retrieval. ‘Electronic mail’ includes electronic
messages that are transmtted through a | ocal, regional, or

gl obal conputer network.”).



24-72-204(6)(a), CR S. (2004), of CORA for a judicial
determ nati on whether the requested itens could be rel eased.
The Board asserted that there was a strong public interest in
the disclosure of information relevant to alleged official
m sconduct, but wanted to ensure that the rights of all parties
were protected. The Board specifically sought a court
determ nati on whet her disclosure of the non-redacted report was
prohi bited by section 24-72-204 or whether disclosure was
prohi bited or restricted by the constitutional right to privacy.
DPC intervened in the action contending that the report and e-
mai | nmessages were public records pursuant to CORA and the
custodi an of records had no statutory basis for objecting to the
rel ease of such public records.

As interested parties, Baker and Sal e contested the
di scl osure of the e-mail nessages as part of the rel eased report
as well as any separate release of the e-mail nessages. To
support their argunent against the rel ease of the nessages,
Baker and Sal e asserted three argunents. First, they argued
that the nmessages were not “public records” as provided in
section 24-72-202 and therefore did not fall within the
mandat ory di scl osure provisions of CORA. Second, even if the
messages were “public records” as defined by CORA the nessages
fell within several of the statutorily enunerated exceptions to

CORA and were therefore exenpt fromdi scl osure and, in sone
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cases, prohibited fromdisclosure altogether. Last, even if the
express provisions mandated or permtted disclosure, Baker and
Sal e argued that state and federal constitutional privacy rights
protected the nmessages fromdi sclosure to the public.

After a hearing on the petition, the district court entered
its ruling finding that the nmessages were public records within
the scope of CORA and not subject to any express or inplied
exenptions. The court also found that Baker and Sale did not
mai ntai n any expectation of privacy in the nessages and
therefore the nessages were not constitutionally protected from
di scl osure. Accordingly, the district court ordered the
redacted portion of the report released, including all of the
e-mai | nessages therein.

Baker and Sal e appeal ed, setting forth the same argunents
as raised before the district court. The court of appeals
agreed with Baker and Sale, in part, and reversed the order of

the district court. See In re Bd. of County Conmirs, 95 P.3d at

604. 1In doing so, the court of appeals reached, inter alia,

four | egal conclusions regarding the operation of CORA and its
function in relation to an individual’s right to privacy.

First, the court of appeals found that all of the messages
at issue, regardless of their content, were public records
subject to the provisions of CORA because the nessages were

“witings” as defined by section 24-72-202(7), C R S. (2004),
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and were maintained by the county. |1d. at 597. Second, the
court of appeals found that the nessages did not “fall within

t he exception” for correspondence of an elected official as
descri bed by section 24-72-202(6)(a)(I11)(B) because the nessages
i nvol ved the expenditure of public funds. [Id. at 597-98.

Third, the court found that the subreport on “Sexual

Harassnent/ Hostil e Environnment” as well as any nessages
identifying the conplaining enpl oyee were precluded from

di scl osure pursuant to section 24-72-204(3)(a)(X) (A because the
report was a record of sexual harassnent conplaints and

i nvestigations and CORA protected the identity of the enpl oyees
involved. See id. at 598-99. Fourth, the court of appeals
found that although the sexually explicit e-nmails unrelated to
county business were public records that fell wthin the scope
of CORA, sone of the nessages were neverthel ess exenpt from

di scl osure because they were protected by the constitutional
right to privacy. Id. at 599-604. The court of appeals found

that the factors set forth in Martinelli v. Dist. Court, 199

Col 0. 163, 612 P.2d 1083 (1980), to determne if docunents fel
within the scope of constitutional privacy were relevant to the
anal ysis of the e-mail nessages at issue here and renmanded the
case to the district court with directions to determ ne which of
the nmessages were constitutionally protected and which shoul d be

di scl osed under CORA. 1d. at 604.
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We granted certiorari to determ ne whether the mandated
di scl osure of the e-mails pursuant to CORA is barred by Baker’s
and Sale’s constitutional privacy rights.?

1. Discussion

The constitutional privacy issue in this case arises in a
di spute surrounding the reach of CORA and the statutorily-
mandat ed di scl osure of e-mail nessages exchanged bet ween Baker
and Sal e, whom Baker directly supervised. At issue are
conpeting public policies—epen access to governnent records and
the protection of individual privacy. Because the court of
appeal s interpreted the provisions of CORA and found a

constitutional privacy exenption to CORA's mandatory di scl osure

2 W granted certiorari on two issues:
1. Whether the court of appeals erred by finding that
certain e-mails subject to [ CORA] were nonet hel ess
exenpt from di scl osure because of the constitutional
privacy rights of the governnent enpl oyees who
generated the e-nmails.

2. Whether the court of appeals erred when it held
that certain public record e-nmails were exenpt from

di scl osure, when the records' custodian did not assert
t hat di scl osure woul d cause a substantial injury to
the public interest and the sole parties objecting to
di scl osure were the governnent officials who generated
the e-mails.
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provi sions, DPC asks us to review this interpretation and find
that no such constitutional exenption exists.?

Central to DPC s argunent is that when the General Assenbly
adopted CORA and its provisions dealing with e-mail nessages,
the General Assenbly recogni zed and bal anced i ndi vi dual privacy
concerns by the express terns of the statute. DPC points to the
General Assenbly’'s |egislative declaration acknow edgi ng t hat
the “act is intended to bal ance the privacy interests and
practical limtations of public officials and enpl oyees with the
public policy interests in access to governnent information.”
See ch. 271, sec. 1, 1996 Col o. Sess. Laws 1479, 1479. DPC
contends that the General Assenbly bal anced constitutional
privacy interests by expressly excluding certain types of
records fromdisclosure and, as such, the court of appeals erred
when it found a “constitutionally based [sic] general privacy
exenption” to the disclosure provisions of CORA

Based on DPC s contention that the express provisions of
CORA sufficiently balance and protect the individual privacy
interests at issue in this case, we are conpelled to first

expl ore the provisions of CORA and the privacy protection

® Al'though no party brought it to our attention, we are not
unaware that a large portion of the sexually-explicit e-mai
messages at issue here have been published on various websites.
We do not believe the rel ease of these nessages ends our duty to
anal yze the issues in this opinion.
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already integrated into CORA' s express statutory provisions.
Furthernore, it is our obligation and crucial to our exercise of
judicial authority that we do not resolve constitutional
guestions or nmake determ nations regarding the extent of
constitutional rights unless such a determnation is essenti al
and the necessity for such a decision is clear and inescapable.

See, e.g., People v. Lybarger, 700 P.2d 910, 915 (Col 0. 1985).

Thus, although the constitutional right to privacy may bar
access to public records otherw se discl osabl e under CORA, see

W ck Comuni cations Co. v. Montrose Bd. of County Commirs, 81

P.3d 360, 365 n.4. (Colo. 2003), before we proceed to any
constitutional analysis we nust first review the court of
appeal s’ interpretation and application of CORA for a resolution

originating in the express provisions of CORA *

“ We are also conpelled to explore this issue given the
procedural stance the case has taken on appeal before this
Court. Baker and Sal e contested the designation of the e-nai
messages as “public records” when the case was before the
district court and the court of appeals. Since the issuance of
the court of appeals’ opinion and rel ease of several e-nai
messages to the nedia, Baker was recalled in a special recal

el ection held in February 2004. Likew se, Sale no | onger

mai ntai ns her position as Assistant Chief Deputy Clerk with the
County. Wen the case was subsequently appealed to this Court,
neither Sal e or Baker appeared to oppose the Petitioner’s
Petition for Wit of Certiorari and, once the Wit was granted,
did not file briefs to contest the issues before the court. As
aresult, the briefs filed by DPC, the Board, and Ami cus Briefs
on behalf of the Col orado Counties, Inc. and the Col orado Press
Associ ati on and Col orado Freedom of Information Council al
advocated for reversal of the court of appeals’ decision and
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Accordingly, we begin our analysis where all CORA anal ysis
begi ns—determning if the records at issue are public records
within the scope of CORA's mandatory disclosure provisions. In
doi ng so, when construing the statutory | anguage of CORA, we
“undertake de novo review and | ook first to the plain | anguage,
al ways striving to give effect to the General Assenbly's intent

and chosen | egislative schene.” Sooper Credit Union v. Shol ar

G oup Architects, P.C., 113 P.3d 768, 771 (Colo. 2005). “We

interpret every word, rendering none superfluous; undefined
words and phrases are read in context and construed literally

according to comon usage.” Id.

favor the rel ease of the nessages as “public records” within the
scope of CORA.

Upon invitation by the Court for Amcus Briefs, the
American G vil Liberties Union (ACLU) filed an Amicus Brief to
address the risks posed if the Court were to adopt the position
taken by DPC, the Board, and the other am cus curiae parties.

Al though in its brief the ACLU did not take a position on which
messages shoul d be disclosed as “public records”, during oral
argunent the ACLU supported the position taken in the court
bel ow by Baker and Sal e that many of the nessages are not
“public records” as defined in CORA. Thus, because the “public
record” designation has been fully litigated and briefed bel ow,
the issue was raised in oral argunent, the issue was fully
briefed before us in the context of the constitutional
argunents, and the issue is prelimnary to a constitutiona

anal ysis, we are conpelled to review this finding of the court
of appeal s before proceeding to the constitutional argunents
presented by the parties.
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A. “Public records” under CORA

The CGeneral Assenbly has declared that it is the “public
policy of the state that all public records shall be open for
i nspection by any person at reasonable tinmes, except as provided
herein or as otherw se specifically provided by |law.” See
8§ 24-72-201, C R S. (2004). |In furtherance of this policy, the
Ceneral Assenbly enacted CORA, which requires the custodi an of
records to nmake available to the public all public records,
subject only to certain exceptions. See ch. 66, sec. 3, 1968
Col 0. Sess. Laws 201, 202 (currently codified as anmended at
24-72-203(1)(a), CRS. (2004)). Critical to the function of
CORA is the determ nation of what is and what is not a “public
record”.

CORA specifically defines “public records” as “all witings
made, nmai ntai ned, or kept by the state, any agency, institution,

or political subdivision of the state . . . for use in the

exercise of functions required or authorized by |aw or
admnistrative rule or involving the receipt or expenditure of
public funds.” 8 24-72-202. Public records under CORA al so
“includes the correspondence of elected officials” insofar as
the correspondence is “denonstrab[ly] connect[ed] to the
exercise of functions required or authorized by |aw or
admnistrative rule” or involves “the recei pt or expenditure of

public funds.” See § 24-72-202(6)(a)(I1)(B)
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We have addressed very few cases interpreting the extent of
the “public records” definition and have never addressed the
applicability of the definition to e-nmail nessages exchanged
bet ween an el ected official and a public enployee. W have,
however, recently addressed the privacy inplications of the
definition and the distinction between private and public
docunents nade by public officials.

In Wck, 81 P.3d at 364-66, we discussed the individual
privacy protection inherent in CORA and the effect of such
protection on the reach of CORA as a whole. As we expl ai ned,
“Ia]l though generally CORA favors broad disclosure, the General
Assenbly [in adopting its provisions] recognized that not al
docunents should be subject to public disclosure.” 1d. at 364.
As such, the CGeneral Assenbly placed two limts in CORAtO
protect privacy interests. I|d. First, the General Assenbly
provided a “limted” definition of “public records”. 1d.
Second, for certain types or classes of records that net the
definition of “public records”, the CGeneral Assenbly provided
speci fic exceptions that prohibited disclosure by the custodian
of the records. Id. |In focusing on this first Iimtation, we
concl uded that “CORA was not intended to cover information held
by a governnent official in his private capacity.” |I|d.

At issue in Wck was whether a public official’s private

diary that he relied on in preparing an official report was a
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public record. 1d. at 361. |In addressing this issue, we
focused on the first part of the public record definition—
whet her a “witing” is “made, nmaintained or kept” by the state
or a political subdivision of the state. W found that “[a]
diary is the forenost exanple of one’' s private papers,” and
si nply because a docunent was “nmade during one's tenure as a
public official does not render it a public record.” |d. at
365. Furthernore, we took notice that CORA and our prior case
| aw “steadfastly guard agai nst disclosure of private papers” and
concl uded that the purpose behind CORA was not furthered by
“di sclosing public officials' every thought and feeling [to the
public].” 1d. As such, we concluded that the public official’s
diary was not a public record and therefore did not fall within
the mandatory di sclosure provisions of CORA. See id. at 366.

As in Wck, we are again concerned here with the
i ncorporation of privacy and the interpretation and application
of the “public records” definition. Unlike Wck, however, where
the diary was not “made, naintained, or kept” by the County, the
e-mai |l messages here are “maintained or kept” by Arapahoe
County. Instead, the issue of whether the e-mails sent and
recei ved by Baker are “public records” turns on whether the
reason the records were “maintained or kept” was “for use in the

exercise of functions required or authorized by |aw or
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adm nistrative rule or involve[d] the recei pt or expenditure of
public funds.”

Because the records at issue are e-nmail nmessages, we turn
to the history of CORA to understand the intent of the CGeneral
Assenbly when it expanded CORA' s coverage to e-nmil nessages.

In doing so, we turn first to the privacy considerations that
gui ded the General Assenbly to originally adopt the “public
records” definition as part of CORA in 1968. W then look to
the 1996 anendnments to CORA and the privacy interests the
CGeneral Assenbly took into account when it incorporated e-nai
messages and the correspondence of elected officials as “public
records”. Based upon this review, we conclude that the scope of
CORA's “public records” definition—the part of that definition
stating “the exercise of functions required or authorized by |aw
or admnistrative rule or involving the receipt or expenditure
of public funds” in particular—+imts the type of e-nai

messages covered by CORA and specifically distinguishes between
t hose nessages that relate to the performance of public
functions or the recei pt and expendi ture of public funds and

t hose that do not.
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1. The 1968 Act
In the 1960s, with the expansion of governnment, nonentum
grew for the concept that “[p]Jublic business is the public’s
business.” Legislative Council of the Colo. Gen. Assenbly, Open

Public Records for Col orado 1-2 (Research Publ’n No. 126, 1967)

(hereinafter “Public Records Report”) (quoting Harold L. Cross,

The People’'s Right to Know Legal Access to Public Records and

Proceedings xiii (New York: Colunmbia Univ. Press 1953)). As

such, in the years prior to 1968, the General Assenbly sought to
provi de open governnent and public access to certain governnment
records by attenpting to adopt open records |egislation, though
they did so without success. |d. at 15.

Follow ng the failure of a proposed open records act in
1967, the General Assenbly authorized the Col orado Legisl ative
Counsel to forma conmttee to study the shortfalls of the
failed open records |egislation and draft new legislation “to
determ ne those records of our state and | ocal governnents that
shoul d be open to public review and those that should have only
[imted access to such review or should be maintained solely for
revi ew by governnental officials in the course of their assigned
duties.” 1d. at 15; see also Sen. Joint Res. No. 42, 1967 Col o.
Sess. Laws 1094, 1094. As described by the comnmttee’s
chai rman, the study was an attenpt to best resolve “which

cl asses of records should be nade available to the public and
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whi ch shoul d be nmintained as private or confidential.” 1d. at

The study resulted in the Public Records Report discussing

the several concerns with prior legislation and the difficulty
wi th balancing two significantly conpeting interests—reedom of
press through open governnent and individual privacy. 1d. at 2.
I n acknow edgi ng these conpeting interests, the report
identified the need for a “responsible legislature” to strike a
bal ance between these two policy considerations and “arrive at
an agreenent as to what constitutes a proper balance.” |d.
Thus, the report set forth proposed |egislation that purported
to strike such a bal ance.

The proposed | egislation declared the driving policy of the
open records legislation was to require that “all public records
shal | be open for inspection.” Id. at xix. The report pointed
out that with such a broad underlying policy, the definition of
“public records” was “especially inportant” given that it
“determnes the reach of the bill.” Id. at xiii. That is, if a
record falls within the scope of the “public records”
definition, it nust be disclosed or be nmade open to inspection
unl ess the statute otherw se excludes it. |If a record does not

fall within the definition of public record, the statute does

not require or prohibit disclosure to the public.
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G ven the significance placed upon the “public records”
definition, one significant change fromthe failed | egislation
and the | egislation proposed by the Legislative Counsel was how
“public records” were defined. For exanple, the failed 1967
open records act defined “public records” very broadly by
i ncorporating nearly every aspect of records kept by governnment
and public enployees, including all witten docunents that were
made, produced, executed, received, or preserved “in pursuance
of law’ or “in connection with the transaction of public

busi ness. " °

Al t hough the definition proposed in the report
included all witten materials, it narrowed the class of witten

docunents to those “made, maintained, or kept . . . for use in

® The 1967 failed |l egislation defined “public records” as:
“Public records” neans all books, papers, maps,
phot ographs, or other official docunentary material s,
regardl ess of physical formor characteristics, nade,
produced, executed, or received by any office,
of ficer, agency, or institution of this state, or by
any office or officer of any political subdivision of
the state, in pursuance of law or in connection with
the transaction of public business, and preserved or
appropriate for preservation of that office, officer,
agency, or institution, or its successor, as evidence
of the organi zation, function, policies, decisions,
procedures, operations, or other activities of the
state, or political subdivision, because of the
i nformati on contained therein. Such term does not
include library and nuseum materi al made or acquired
and preserved only for convenience of reference, or
stocks of publications and processed docunents.”

See Public Records Report at 123 (Appendix D, Proposed S. B

67-217, Bill for An Act Providing For Access to Public

Records and for Phot ographi ng of Such Records).
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the exercise of function required or authorized by |aw or
admnistrative rule or involving the receipt or expenditure of
public funds.” 1d. at xix (enphasis added). This proposed
definition was intended to protect individual privacy and narrow
the focus of the open records act to those records directly
related to functions of governnment. By qualifying the class of
witten records held by the governnment, the |egislation ensured
that the “public records” definition would not be all-inclusive,
and instead would require a content-driven inquiry ensuring the
records disclosed under CORA were tied to public functions or
public funds. As such, the proposed definition alleviated
significant concerns that the broad 1967 definition gave “al nost
unlimted access to records at the state and local levels.” 1d.
at 16.

Fol l owi ng the Legislative Counsel’s recomendation to adopt
t he proposed | egislation, the General Assenbly in 1968 adopted
the definition of “public records” and the remai nder of the
proposed | egislation nearly verbatimas Colorado’s first

conpr ehensi ve open records |aw. ® See Ch. 66, secs. 2-6, 1968

® Only minor changes were nade to the proposed legislation to

i nclude that any “person in interest” was not prohibited from
accessing records. See Ch. 66, secs. 2-5, 1968 Colo. Sess. Laws
201, 201-04. The proposed |egislation also included the
Legi sl ati ve Counsel’s recommendati on to adopt several exceptions
to this definition to identify specific types of records that,

al t hough the records fell within the “public records”
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Col 0. Sess. Laws 201, 201-04 (currently codified as anended at
sections 24-72-201 to -206, C.R S. (2004)). Wth mnor changes
not relevant here, CORA still mmkes use of this same definition.’
2. The 1996 Anmendnents

At the tine CORA was originally adopted, e-mail and
digital -text nessages had not been devel oped and were not used
by the State of Colorado or its political subdivisions.
However, in the 1990's, as the technology grew and rapidly
becanme a common tool of communication and data storage to
conduct the State’ s business, the General Assenbly sought to
clarify how and when e-mail and other digital records would fal
wi thin the mandatory disclosure provision of CORA. See ch. 271
sec. 1, 1996 Colo. Sess. Laws 1479, 1479 (setting forth the
| egi sl ative declaration with regard to the use of e-mail under

CORA) .

definition, should not be not open to public inspection. See
id.
" Section 24-72-202(6)(a) (1) of CORA currently defines “public
records” as:
all witings nmade, naintained, or kept by the state,
any agency, institution, a nonprofit corporation
i ncor porated pursuant to section 23-5-121 (2), CRS.,
or political subdivision of the state, or that are
described in section 29-1-902, C.R S., and held by any
| ocal governnent-financed entity for use in the
exerci se of functions required or authorized by |aw or
adm nistrative rule or involving the receipt or
expendi ture of public funds.
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The General Assenbly understood that the use of e-nai
presented a conplex issue given the unique properties of e-mai
messaging. See id. As the General Assenbly described it, “the
use of electronic mail by agencies, officials, and enpl oyees of
state governnent creates unique circunstances” given that e-nmai
shares the private characteristics of tel ephonic conmunication
and, at the sane tine, it “creates an electronic record that may
be used or retrieved in electronic or paper format.” 1d. Like
the use of tel ephones, by 1996 e-mail served a significant role
in day-to-day business matters. Simlarly, as with the
occasional use of the tel ephone, e-nmail was becom ng a common
tool of communi cating outside business matters. For exanple, e-
mai | gave enpl oyees and enployers the ability to take care of
personal and famly matters quickly and efficiently w thout
having to |l eave the office. Mich like the use of the tel ephone,
this limted personal use served the best interests of business
and governnent by keepi ng enpl oyees and enployers in the office
w thout significantly interrupting the workday. Taking these
conpeting roles into consideration, the General Assenbly in 1996
enacted | egislation (“1996 anmendnents”) expressly incorporating
e-mail messages into CORA. See id. at secs. 2-8. The 1996
amendnents brought e-mail wthin the scope of CORA s disclosure

requirenents in two ways.
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First, the General Assenbly added “electronic mail” to the
definition of “witings” covered by CORA.® See § 24-72-202(7).
As such, given that the definition of “public records”

i ncorporated by reference “all witings,” e-mail becane one
class of witings that may be deened “public records”. To be a
“public record’”, however, like other witings, e-mail nust also
be made, nmmintained, or kept by the governnment for use in
exerci se of functions required or authorized by |aw or
admnistrative rule or involve the recei pt or expenditure of
public funds.

Second, the General Assenbly added e-mail correspondence
sent to and fromelected officials as a public record. Prior to
the 1996 anendnent, it was unclear to what extent any
correspondence of elected officials was considered a “public
record”. Through the anmendnent, the General Assenbly identified
three types of communications that may be deened “public
records”—eonmuni cations sent by U S. nmail, private courier, and
e-mail. 8 24-72-202(1). The Ceneral Assenbly, however, in an
effort to protect privacy interests, required that for a

communi cation to be a “public record”, such communi cati ons coul d

8 Section 24-72-202(7) defines “witings” as “all books, papers,
maps, phot ographs, cards, tapes, recordings, or other
docunentary materials, regardl ess of physical formor
characteristics. ‘*Witings' includes digitally stored data,
including without limtation electronic mail nessages, but does
not include conputer software.”
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not be “work product” or “confidential comrunications” from
constituents. See 88 24-72-202(6)(a)(l1)(A) & (O. In
addition, like all records that fall within the definition of
“public records”, elected officials’ correspondence nust have a
“denonstrabl e connection to the exercise of functions required
or authorized by law or admnistrative rule” or “involve the
expendi ture of public funds.” See § 24-72-202(6)(a)(l11)(B)

The General Assenbly also included a third provision with
the 1996 anendnments that, although not limted to e-nmail
affects the factors considered in determ ning whether or not a
record is a public record. Section 24-72-202(6)(a)(lI11)
provi des that “acceptance by a public official or enployee of
conpensation for services rendered, or the use by such official
or enpl oyee of publicly-owned equi pnment or supplies, shall not
be construed to convert a witing that is not otherw se a
‘“public record into a ‘public record .” |In other words, just
because a person is enployed in the public sector and may use
publicly-funded resources to send a nessage does not, separate
and al one from ot her considerations, nake the nessage a public
record.

B. Anal ysis

G ven the plain | anguage of these anendnents and their

incorporation into the CORA statutory schene as a whole, it is

apparent that e-mail nust neet the sanme requirenents as any
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other record to be deened a “public record”. To be a “public
record”, an e-mail nmessage nust be for use in the performance of
public functions or involve the recei pt and expenditure of
public funds. The sinple possession, creation, or receipt of an
e-mail record by a public official or enployee is not
di spositive as to whether the record is a “public record”. The
fact that a public enployee or public official sent or received
a nessage while conpensated by public funds or using publicly-
owned conputer equipnent is insufficient to nake the nessage a
“public record”.

The inquiry here nust be content-driven. 1In Wck, to
deci de whet her the court nmay exam ne the contents of a personal
diary, we addressed the threshold question of who has the burden
of proving that CORA applied. 81 P.3d at 362-63. To resolve
this question, we focused on whether the diary at issue was
“made, nmaintained, or kept” by a public official such that the
dairy was likely a “public record” under CORA. 1d. at 366. W
concl uded that such a prelimnary determ nation could be nmade
wi t hout | ooking to the content of the diary and instead focused
on the context in which it was created and the capacity in which
the diary was kept. Id. If it was witten or maintained in a
private capacity, it remained outside the scope of the public
records definition; if it was witten or maintained in a public

capacity, it was likely within the scope of the definition. Id.
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The inquiry into whether records are “public records”, however,
does not end here. Instead, because there exist certain records
that nmay be “made, naintained, or kept” by a public agency or
official that are not “for use in the exercise of functions
required or authorized by |law or adm nistrative rule or
involving the recei pt or expenditure of public funds,” we nust
take a closer ook at the records at issue. This is equally
true where the records at issue are e-nmail nessages generated by
public officials and public enpl oyees.

Consi stent with Wck, when a party requests records under
CORA, the initial burden is on the requesting party to
denonstrate that the records at issue are likely “public
records.” 1d. at 362. Under circunstances where the records
are in the possession of a public official, rather than an
agency, that burden may be net if it can be shown that the
records are “made, maintained, or kept” in a public capacity.
Id. at 366. Wiere the agency is the custodian of the records
sought and the records are “made, maintained, or kept” in a
public capacity, the burden to show that the records are |ikely
public records has been net. The burden then shifts to the
public agency to show that the records are public or non-public.
To determ ne whether the records kept by the agency are public
or non-public records, the agency nust | ook to the content of

the records to resolve whether they relate to the performance of
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public functions or involve the receipt or expenditure of public
f unds.

Here, the nessages were “maintained or kept” by Arapahoe
County. As such, a closer inquiry into the content of the
message is required to determne if the nessages were “for use
in the exercise of functions required or authorized by |aw or
adm nistrative rule or involving the recei pt or expenditure of
public funds.” The content of the nessages nust address the
performance of public functions or the receipt and expenditure
of public funds. Insofar as the nessages do not, they remain
non-public and outside the scope of CORA

The content-driven inquiry is not made inapplicable to the
correspondence of elected officials by the requirenment of
section 24-72-202(6)(a)(11)(B) that elected officials’
correspondence be “denonstrably connected” to an el ected
official’s duties as an elected official or the receipt or
expenditure of public funds. Rather, this requirenent also
mandat es that one | ook to the content of the nessage to
determine if it addresses the performance of public functions or

the recei pt or expenditure of public funds.

28



Were it correct, as DPC argued in its briefs before the
district court and the court of appeals,® that a message aut hored
or received by an elected official is enough to deem a nessage a
“public record”, it would not have been necessary for the
Ceneral Assenbly to add | anguage requiring a “denonstrable
connection” to the duties of the elected official or public
funds. Had that been the case, the CGeneral Assenbly could have
sinply declared that all e-mail correspondence to and from an
el ected official was a “public record” within the scope of CORA
Because the General Assenbly instead required a “denonstrable
connection” to the “exercise of functions required or authorized
by law or adm nistrative rule” or “involv[ing] the receipt or
expenditure of public funds,” the content of the nessage is the
only way to determne if such a connection exists.

Furthernore, it is also clear that section
24-72-202(6)(a)(11)(B) was not intended to create a backdoor to
acquire personal or private comrunications sent to or from an
el ected official by denonstrating a tenuous or indistinct inpact
or effect on an elected official’s performance (or non-
performance) of his official duties. The inclusion of an

el ected official’s correspondence, nanely the official’s e-mai

® Although DPC did not file its own separate briefs in this case
before the district court and court of appeals, DPC did join in
the other intervening parties’ briefs before the district court

and the Board's briefs before the court of appeals.
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messages, into CORA was in furtherance of the concept that

“public business is the public’ s business.” Public Records

Report at 1-2 (enphasis added). This inclusion did not
elimnate the privacy protection inherent in the “public
records” definition.

In its briefs, DPC urged that the General Assenbly’s use of
“denonstrabl e connection” as applied to “correspondence”,
inplied a broader category of records and a different neaning
fromthe “public records” definition in section
24-72-202(6)(a)(1). DPC argued that elected officials
“correspondence” need not have as close of a nexus to the
performance of public functions and the expenditure of public
funds as other public records. As such, DPC contended that the
e-mai | correspondence between Baker and Sale were “public
records” because the two held a working relationship in the
County Clerk and Recorder’s O fice. This direct “work”
relati onship, according to DPC, was enough to show a
denonstrabl e connection to Baker’s duties as an el ected
official. W disagree with this proposition.

First, we acknow edge the mnor differences between the
| anguage used by the Ceneral Assenbly in the “public records”
definition and the inclusion of elected officials’
correspondence in section 24-72-202(6)(a)(11)(B). W attribute

these differences, however, to the General Assenbly s attenpt to
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relate the same descriptive terns in the “public records”

definition regarding other forns of records to the various types
of correspondence an el ected official sends and receives rather
than any attenpt by the General Assenbly to create a different
or broader definition. Moreover, these mnor differences can be
attributed to the fact that section 24-72-202(6)(a)(l1)(B) is
stated in the negative.

Second, were we to interpret “denonstrabl e connection” as
casting a nexus as broad as that urged by DPC, it would render
all of section 24-72-202(6)(a)(I1)(B) superfluous in that al
correspondence between public enpl oyees and el ected officials
coul d be “connected” to the performance of public functions.
This, of course, would be in clear contradiction to the General
Assenbly’s intent to bal ance privacy interests of public
enpl oyees and require this Court to find that an el ected
of ficial cannot engage in private comunications with public
enpl oyees. Such a reading would tip the bal ance and require the

di scl osure of personal and private communi cations clearly

outside the “public business.” Instead, the inquiry is stil
content-driven and the conmunication at issue nust still be
coupled with the performance of public functions. If the

content of the comrunication pertains to the elected officials’
role as an elected official, then it falls wthin the

definition. |If an elected official sends or receives a nessage
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that is in furtherance of, or pertaining to, her duties as an
el ected official, thenit falls within the definition. |If,
however, the comunication was sent to or fromthe el ected
official in furtherance of sone other relationship, it does not
fall within the definition.?°

One exanpl e taken fromthe district court proceedings in
this case denonstrates this public-private distinction built
into the “public records” definition. Following the district
court order directing the release of the e-nmail nessages
pursuant to CORA, the Board's attorney requested that the Board
be permtted to redact those e-mails relating to the Baker’s
children. The district court granted the Board s request.
Here, it is clear that the Board and the Court recogni zed that
some communi cations do not address Baker’s performance of public
functions and were so personal that public disclosure was sinply
not appropriate. However, were it not for the generosity of the
Board, these conmunications m ght have been di scl osed consi stent

with the district court’s analysis. To the contrary, we find

10 W& al so point out that the nmere inclusion of, or reference to,
a “public record” does not convert the entire witing into a
“public record”. See Wck, 81 P.3d at 366 (citing Forshamv.
Harris, 445 U. S. 169, 176 (1980) for the proposition that “data
whi ch nerely serves as the basis for a public docunent is not a
public record under [the Freedom of Information Act]”).

I nstead, the reference to such a record is the “public record”
and any record incorporated by reference nust al so neet the
“public record” definition
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t hese types of private and personal conmunications or
correspondence were never intended to be disclosed as legitimte
and appropriate under CORA. Not because, as here, a party
pursuing rel ease of the records asked the court to redact the
messages, but because such a protection was established in the
“public records” definition.

The | egislative proceedings | eading up to the enactnment of
the 1996 anendnents buttress our reading of the statute.

Li ke the enactnent of CORA in 1968, privacy interests were
a prinme concern during the legislative commttee review of the
1996 amendnents. Wen introducing the proposed | egislation
during commttee review, the bill’s sponsor, Senator Wlls,
expl ained that the anendnent was intended to apply to all state
enpl oyees and designed to treat e-nmail the sanme way facsimles
and postal mail were treated under the original CORA provisions.

See An Act Concerning Public Access to Governnental Processes,

and, in Connection Therewi th, Amending the Public Records and

Open Meetings Laws to Address |ssues Raised by the Use of

El ectronic Mail by Governnental Agencies: Hearing on S.B. 96-212

bef ore Senate Comm on Business Affairs and Labor, 60th Gen.

Assenb., 2nd Sess. (March 11, 1996). He explained that the
amendnents were not intended to extend to “personal
information”, including “facts about lives” that inherently

convey an “expectation of confidentiality.” 1d.
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I n di scussing the anmendnents, Senator Wells al so expl ai ned
that the inquiry into whether or not e-mail nessages are public
records nust be a content-driven inquiry. |d. More
specifically, only records nmade, nmaintained, or kept in
performance of official duties (relating to the public function)
are subject to disclosure. 1d. Senator Wlls explained how the
amendnents woul d affect interoffice e-mail:

[ Publi c enpl oyees m ght be] doing stuff [on work e-
mai | systenms or internet] that are not really part of

their official duties. [But the] crux of this Bill is
to say it is the record that makes it . . . a public
record or not. [For exanple,] two state enpl oyees are
e-mai ling back and forth with each other . . . they

m ght be in violation of a personnel rule, but

vi ol ation of a personnel rule does not nake it
therefore a public record. . . . It is a public record
if it is maintained or kept in the performance of
their duties. The State can handl e personnel through
t he personnel system. . . . If it is personal, it is
personal. If nmade, maintained, or kept in the

per formance of one of your official capacities, then
it is a public record. Oherwise it is not a public
record. Period.

Concerns were also raised that the anmendnent addi ng el ected
officials’ correspondence mght be too invasive. At |east one
Represent ati ve expressed concern that he did not want to | ose

privacy as a result of the legislation. See An Act Concerning

Public Access to Governnental Processes, and, in Connection

Therewi t h, Amendi ng the Public Records and Open Meetings Laws to

Address |ssues Raised by the Use of Electronic Mail by
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Government al Agencies: Hearing on S.B. 96-212 before House

Commttee on State, Veteran, and Mlitary Affairs, 60th Gen.

Assenb., 2nd Sess. (April 9, 1996) (comments of Rep. Tupa). It
was clarified at this conmttee neeting that, |ike other
records, the inquiry as to whether correspondence is a “public
record” focuses on what the comunication includes, rather than
how it was produced. See id. That is, sinply because an e-nmi
message was produced by an el ected official or created "using
state equi pnment” does not nmake it a public record. Id.

We concl ude, based our previous case |aw, the history of
CORA and the plain | anguage of the 1996 anendnents, that CORA s
definition of “public records” |imts the type of records
covered by CORA and specifically distinguishes between e-nai
messages that address the performance of public functions or the
recei pt or expenditure of public funds and those that do not.
Furthernore, the inclusion of an elected official’s
correspondence, nanely the official’s e-nmail nessages, does not
elimnate the privacy protection inherent in the “public
records” definition and does not extend the scope of CORA beyond
records of public business.

Having clarified and set forth the standard for determ ning
the scope of CORA with respect to e-mail nessages, we now turn
to the court of appeals’ opinion and the e-mail nessages at

i ssue.
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C. Application

We first review the court of appeals’ opinion and its
interpretation and application of the “public records”
definition. Because we find the court of appeals m sinterpreted
the definition, we remand the case to the court of appeals for
return to the district court.

1. Court of appeal s’ opinion

The court of appeals found that that all of the nessages at

i ssue, regardless of their content, were public records subject

to the provisions of CORA. In re Bd. of Conmirs, 95 P.3d at

597. It did so on the basis that the nmessages were “witings”
as defined by section 24-72-202(7) and were nai ntained by the
county. 1d. The fact that these e-mails were “witings”

mai nt ai ned by the County, however, is insufficient to find the
e-mails were a “public record”. Furthernore, sinply because the
messages were sent and received by Baker, an elected official,
is not dispositive. The court of appeals failed to take into

account the specific nature of the e-mails and their individual

1 The court of appeals stated the “Baker and Sale do not dispute
that the e-nmails are public records because CORA s definition of
‘witings’ expressly includes them” In re Bd. of Conmirs, 95
P.3d at 597. Though we do not believe the court of appeals was
stating that Baker and Sal e conceded that the e-mail nessages
were public records, we neverthel ess recognize after a review of
the record that Baker and Sal e have, at all tinmes, naintained
the position that nost of the e-mail nessages are not, in fact,
public records.
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content to determne if they address the performance of public
functions. An analysis of the nessages based solely on the
context in which they were created, w thout an exam nation of
the content of the nessages, is insufficient to determ ne
whet her the nessages are “public records”.

Additionally, the court of appeals incorrectly applied
section 24-72-202(6)(a)(l1) as a separate and distinct “official
correspondence exception” to the “public records” definition.

See Inre Bd. of Commirs, 95 P.3d at 597-98. W do not view

“of ficial correspondence” as an exception to the “public
records” definition. Rather, as we read section
24-72-202(6)(a)(1l1), it specifically includes and excl udes
el ected officials’ correspondence fromthe “public records”
definition, but it does not create an “exception.”

As a whol e, section 24-72-202(6)(a) defines what is a
“public record”. Specifically, the statute first sets forth the
definition of “public records”. See § 24-72-202(6)(a)(l).

Next, it specifies whether elected officials’ correspondence are
public records. See § 24-72-202(6)(a)(ll). Last, the statute
clarifies that the use of public funds in creating the records
does not, by itself, nmake any record a “public record”. See §
24-72-202(6) (a)(I11).

VWhen applyi ng section 24-72-202(6)(a)(l1) the court of

appeal s found that all of the nessages entailed the expenditure
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of public funds and therefore declined to address whether the
content of the e-mail nessages addressed the performance of
public functions or the receipt or expenditure of public funds.

In re Bd. of Commirs, 95 P.3d at 597-98. Specifically, the

court found that the nessages were sent while Baker and Sal e
wer e being conpensated as county enpl oyees, the nessages were
sent on a county-funded e-mail system and the county-owned
conputers and pagers used to send the nessages were purchased
and mai ntai ned by public funds, but the court did not consider
the content of the nmessages. [|d. at 598.

Because the court of appeals viewed “official
correspondence” as an exception to the “public records”
definition, it did not apply section 24-72-202(6)(a) as a whol e.
Thus, the court did not take into account that the expenditure
of public funds to create the nessages, pursuant to section
24-72-202(6)(a)(111), is insufficient to deemthe e-nai
messages “public records”. Because section
24-72-204(6)(a)(111), provides that the public official’s
acceptance of public funds or use of publicly-owned equi pnent
does not convert a record that is not otherwi se a “public
record” into a “public record’”, we do not agree with the court
of appeal s’ anal ysi s.

Section 24-72-202(6)(a)(11l1), when read together with al

of section 24-72-202(6)(a), also rebuts any argunent that the

38



use of public funds to create, store, or transmt the e-mai
messages satisfies the requirenent that the nmessages “invol ve
the recei pt or expenditure of public funds.” Wether |ooking to
the preci se | anguage of section 24-72-202(6)(a)(l) or section
24-72-202(6)(a)(11)(B) to determne if a record or an el ected
official’s correspondence is a “public record”, section
24-72-204(6)(a)(111) applies and clarifies that the concept of

i nvol ving public funds neans nore than acceptance of public
funds or use of publicly-owned equi prment. Because the CGeneral
Assenbly did not intend the scope of CORA' s disclosure
requirenents to include records solely because the records were
created with the use of public funds, we nust focus on the
content of the record to determne if the record “invol ves the
recei pt or expenditure of public funds.”

After considering the content of the e-mail nessages, as
required by the statute, we conclude that not all of the e-mai
messages at issue here have a denonstrable connection to the
performance of public functions or involve the receipt or
expenditure of public funds. It is apparent that a | arge
portion of the e-mail nmessages instead contain only sexually-
explicit exchanges between Baker and Sale. Based upon the
content of the e-mails, it is clear they were sent in
furtherance of their personal relationship and were not for use

in the performance of the public functions of the Cerk and
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Recorder’s O fice. These nessages denonstrate very private
exchanges that convey the “every thought and feeling” of a
public official that we sought to guard fromdisclosure in Wck.
See id. at 365. The only discernable purpose of disclosing the
content of these nessages is to shed light on the extent of
Baker and Sales’ fluency with sexually-explicit term nology and
to satisfy the prurient interests of the press and the public.

Accordingly, not all of the e-mail nessages at issue are
public records under CORA. Furthernore, because the privacy
interests raised by Baker and Sal e under the circunstances of
this case shoul d have been protected through the correct
application of the “public records” definition, it is not
necessary to reach the constitutional privacy issue.

Li kew se, we need not address the second issue for which we
granted certiorari because it is inherently dependent upon the
constitutional privacy issue and a finding that the nessages
are, in fact, “public records”. DPC contends that the nmessages
are “public records” and the only person to contest their
release is the custodian of records pursuant to section
24-72-204(6) if the release would cause “substantial injury to
the public interest.” Were, as we decide here, there is no
finding the nmessages are “public records”, the portion of
section 24-72-204(6) addressing the custodian’s discretion to

rel ease the “public records” is not applicable.
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G ven the court of appeals’ erroneous understandi ng of the
“public records” definition and the error in the district
court’s order finding that all of the nmessages were “public
records”, we reverse the court of appeals’ interpretation and
application of the “public records” definition and remand with
the directions to return the case to the district court for
findings consistent wth this opinion.

2. Application on remand

G ven the conpl ex procedural history and findings of the
court below, we find it useful to first review what nessages are
and are not at issue.

The investigative report that gave rise to this case
identified 622 e-mail nessages between Baker and Sale. O those
messages, the report indicated that 570 contain sexually
explicit material. The report does not, however, separately
specify those 570 nessages. The district court in this case
found that all of the 622 e-mail nmessages contained in the
i nvestigative report were “public records”. As such, the court
ordered the nessages disclosed as part of a non-redacted version
of the report. The district court’s order included the
di scl osure of those nessages contained in the Sexual
Har assment/ Hostil e Environnent subreport. To protect the
parties pending an appeal of the order, the district court

i ssued a stay prohibiting the release of any records.
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On appeal, the court of appeals also found that all 622
messages were “public records”. The court did not, however,
require disclosure of all of the nessages because it concl uded
that sonme nessages were protected by an inplied constitutional
privacy exception. The court also found that the nessages
contained in the Sexual Harassnent/Hostile Environnment subreport
and any e-nai|l nessages concerning the sexual harassnent
all egations that identified any parties other than Baker or Sale
were protected fromdi scl osure pursuant to the express
provi si ons of CORA.

During the proceedi ngs before the court of appeals, Baker
and Sal e conceded in their briefs that 101 of the 622 nessages
were “public records” on the basis that the nessages had a
“denonstrabl e connection” to Baker’s function as an el ected
official, but disputed that the remai nder of the nessages net
the definitional requirenments. According to their briefs, the
101 nessages they identified “related to county busi ness and
county functions” and were not related to “passionate and
explicitly sexual nessages.” Foll ow ng the court of appeals’
opi ni on, upon a notion by DPC, the court of appeals gave limted
relief fromthe stay prohibiting the rel ease of the nessages and
ordered the rel ease of the 101 e-mails to DPC.

Accordi ngly, the nessages at issue on appeal before this

Court are the 521 nessages that Baker and Sal e have not agreed
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were “public records” m nus those described by the court of
appeal s as nessages not discl osabl e under the sexual harassnment
exception. 12

Having reviewed the record in this case and a non-redacted
version of the investigative report, we find that each of the
remai ni ng nmessages could fall into one of three groups: 1)
messages that address the performance of public functions that
do not contain any personal information or sexually-explicit
content; 2) nessages that do not address the performance of
public functions and do contain sexually-explicit content or
ot her private conmuni cations; and 3) m xed nessages contai ni ng
both types of the foregoing comunications. W address each
group, in turn, bel ow

The first group of e-mail nessages contains those types of
communi cations, as we discussed above, that CORA seeks to make
available to the public through its mandatory di sclosure
provi sions. The content of these nessages directly relate to
Baker’s function as an el ected official or the expenditure of

public funds. Many, if not all, of these nessages have been

12 Al t hough Petitioner sought review of the court of appeals’
holding with regard to the e-mail nessages associated with the
Sexual Harassnent/Hostile Environnment subreport, we denied
certiorari as to “[w hether the sexual harassnent exception to
di scl osure of public records applies to e-nmails that are
attached to a report on sexual harassnent.”
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di scl osed as part of the 101 nessages rel eased follow ng the
court of appeal s’ opinion.

The second group of e-mail nmessages contains those types of
private conmuni cations the General Assenbly intended to protect
as private and fall outside the “public records” definition.
These nessages were sent and received in furtherance of the
personal relationship between Baker and Sal e and do not address
the performance of their public functions. Mst of the
remai ni ng nessages fall into this group

The third group—e-nail nessages that contain both public
and private conmunicati ons—ause sone difficulty as the
conpeting policy interests for and agai nst disclosure are
equal ly present within the sane nessage. Requiring disclosure
of the entire e-nmail nessage under the circunstances woul d
contravene the CGeneral Assenbly’s intent to protect such
communi cati ons and make what is otherwi se a private
communi cation a public conmuni cation sinply because it was sent
in the sanme nessage. In reaching such a conclusion, not only
woul d we “di scourage public service, we would create an arena of
gossi p and scandal instead of facilitating a forum of open and
frank di scussion about issues concerning public officials and
the citizenry they serve.” Wck, 81 P.3d at 365-66. In
contrast, were we to prohibit disclosure of the nessages

al together, we would be limting access to public business and
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deprive the citizens of Col orado of what the General Assenbly
has deened a necessity to our denocratic governnent.

Addi tionally, such a conclusion would serve to encourage public
enpl oyees and public officials to include private conmunications
in e-mail nessages to shield public comrunications fromthe
provi si ons of CORA.

We see no problem however, requiring that such nessages be
redacted by the district court to exclude fromdiscl osure those
communi cations within the nessages that do not address the
performance of public functions.'® CORA does not mandate that e-
mai | records be disclosed in conplete formor not at all. Nor
do we believe that it is practical, given the w despread use of
e-mail for private and business uses inside and out of
governnment, to require public officials and public enpl oyees to
mai ntain a distinction each tinme a nessage is sent or, equally
as inportant, when an e-mail nessage is received. Accordingly,
we believe this resolution best bal ances the conpeting interests
involved and is consistent with the General Assenbly’s intent to

do the sane.

13 Nothing in this remand order shoul d be construed to suggest
the district court is without power to require the custodi an of
records for the Board to initially redact the e-nmail nessages in
accordance wth these directions and for possible subsequent
review by the district court if the custodian proposal is

cont est ed.
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I n applying our analysis to the nessages at issue here, we
believe the privacy interests involved are protected consi stent
with the intent of the General Assenbly. In addition, we
believe our analysis elimnates the constitutional privacy
concerns raised by Baker and Sal e and contested by DPC in this
appeal . Messages, or portions of nessages, that are found to be
“public records” pursuant to our analysis as applied by the
district court on remand are not likely to give rise to any
argunent that they are entitled to constitutional privacy
prot ection.

I11. Conclusion

We conclude that the court of appeals and the district
court did not correctly interpret and apply CORA's “public
records” definition. Accordingly, we reverse in part, affirmin

part, and remand with directions.
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